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News Article: Cultural shift needed to keep trust in use of patient data by health technology 
A report from the Academy of Medical Sciences has suggested that a radical culture change in the NHS and 
across the health data and medical technology community is needed to make sure that the NHS can deliver 
the benefits of new health technologies that use patient data for care and to retain public trust. 
 
News Article: Met Police rolls out controversial facial recognition tech in London 
London’s Metropolitan Police has tested its facial recognition technology in London. The trial marks the 
seventh attempt by the Met to launch its controversial technology. 
 
ICO News: ICO begins action against care homes for failure to pay new data protection fee 
The Information Commissioner’s Office (ICO) has begun formal enforcement action against care homes that 
have failed to pay the data protection fee. 
 
ICO Blog: Access to serious sexual crime victims’ personal information – how much is too much? 
A blog by Deputy Commissioner James Dipple-Johnstone for police, the criminal justice system and victims’ 
support groups.  
 
News Article: Facebook's data-sharing deals exposed 
Facebook has been caught on the back foot again over its data privacy practices, following an investigation by 
the New York Times. 
 
And finally… 
 
News Article: How to protect your digital privacy from new Christmas presents 
Just unwrapped a gift of an internet-connected device? Don’t just turn it on and plug it in – you might be giving 
the manufacturer all sorts of information you don’t need to. 

 
Am rhagor o ddiweddaridau ynglyn â Diogelu data ewch i wefan Swyddfa Comisiynwdd Gwybodaeth. Cliciwch 
yma. 
 
For updates on the ICO’s Guide to the General Data Protection Regulation (GDPR) click here [link]. 
 

 

 

 
 

This eAlert is intended for staff, both within the NHS Wales Informatics Service and other NHS organisations, who may have an interest in Information 
Governance issues that affect the NHS in Wales. If you have any articles which you feel would also be useful to colleagues, please feel free to forward 
them for inclusion in our next edition. 

The NHS Wales Informatics Service is not responsible for the contents or reliability of the linked websites and does not necessarily endorse the views 
expressed within them.  Listing shall not be taken as endorsement of any kind. We cannot guarantee that these links will work all of the time and we have 
no control over availability of the linked pages. 

Os nad ydych eisiau dderbynnu y’r e-Newyddion yma, Cysylltwch NWISinformationgovernance@wales.nhs.uk    
 
If you would prefer not to receive this regular eAlert, please contact NWISInformationGovernance@wales.nhs.uk 
 

 

https://acmedsci.ac.uk/more/news/cultural-shift-needed-to-keep-trust-in-use-of-patient-data-by-health-technology
https://www.itpro.co.uk/automation/32601/met-police-rolls-out-controversial-facial-recognition-tech-in-london
https://ico.org.uk/about-the-ico/news-and-events/news-and-blogs/2018/12/ico-begins-action-against-care-homes-for-failure-to-pay-new-data-protection-fee/
https://ico.org.uk/about-the-ico/news-and-events/news-and-blogs/2018/12/access-to-serious-sexual-crime-victims-personal-information-how-much-is-too-much/
https://www.bbc.co.uk/news/technology-46618582?intlink_from_url=https://www.bbc.co.uk/news/topics/cz5jl9ydykpt/privacy&link_location=live-reporting-story
https://www.theguardian.com/technology/shortcuts/2018/dec/18/how-to-protect-your-digital-privacy-from-new-christmas-presents
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