
 
 

 
 

 15fed Fawrth 2019 / 15th March 2019 
 
  

News Article: Do people with malicious intent present the biggest threat to personal data? 
Against the backdrop of a complex and growing cyber threat landscape, organizations are waking up to the 
fact that one of the biggest chinks in their armour against a data security breach is humans. 
 
News Article: Data breach reports delayed as organizations struggle to achieve GDPR compliance 
A Freedom of Information request has revealed that businesses routinely delayed data breach disclosure and 
failed to provide important details to the ICO in the year prior to the GDPR’s enactment. 

 
     News Article: MPs, Lords, Councillors exempt from data protection fee 

The Data Protection (Charges and Information) (Amendment) Regulations 2019) have been amended and 
new restrictions have been passed to exempt processing for the purposes of Fee Regulations by members of 
the House of Lords, elected representative and prospective representatives.   
 
News Article: Gateshead Council data breaches share health and debt details 
A council has admitted a series of data breaches, including uploading personal medical details to an online 
forum. 
 
ICO News: ICO raids businesses in Brighton and Birmingham suspected of making millions of nuisance calls 
The Information Commissioner’s Office (ICO) has searched two addresses as part of an investigation into 
businesses suspected of making live and automated nuisance calls. 
 
News Article: Facebook under criminal investigation over data sharing with tech firms 
Facebook is under criminal investigation by federal prosecutors examining its data-sharing deals with other 
major technology companies, according to the New York Times. 
 
Am rhagor o ddiweddaridau ynglyn â Diogelu data ewch i wefan Swyddfa Comisiynwdd Gwybodaeth. Cliciwch 
yma. 
 
For updates on the ICO’s Guide to the General Data Protection Regulation (GDPR) click here [link]. 
 

 

 

 
 

This eAlert is intended for staff, both within the NHS Wales Informatics Service and other NHS organisations, who may have an interest in Information 
Governance issues that affect the NHS in Wales. If you have any articles which you feel would also be useful to colleagues, please feel free to forward 
them for inclusion in our next edition. 

The NHS Wales Informatics Service is not responsible for the contents or reliability of the linked websites and does not necessarily endorse the views 
expressed within them.  Listing shall not be taken as endorsement of any kind. We cannot guarantee that these links will work all of the time and we have 
no control over availability of the linked pages. 

Os nad ydych eisiau dderbynnu y’r e-Newyddion yma, Cysylltwch NWISinformationgovernance@wales.nhs.uk    
 
If you would prefer not to receive this regular eAlert, please contact NWISInformationGovernance@wales.nhs.uk 
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