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News Article: Weak passwords leave UK businesses at risk of cyberattack 
A new research has revealed that millions of people and hundreds of thousands of businesses in the UK are 
using cracked or weak passwords for their online accounts. 
 
News Article: The biggest cyber attack of 2020 has ‘already happened’ 
“Cyber attacks do not happen in an instant”, therefore, it has been argued that the cyber attack that will affect 
the most people and cause the biggest reaction in 2020 is said to “almost certainly already happened.”  
 
News Article: Internet provider faces big GDPR fine for lax call centre checks 
A German internet service provider faces a €9.6m ($10.6m; £8m) fine after being accused of failing to carry 
out tough enough customer ID checks. 
[Relates to Germany] 
 
News Article: Personal data breach as thousands of postal ballots go astray 
Personal data of thousands of voters across south east Dorset has been mistakenly sent to the wrong home 
due to an error with the delivery of postal ballots. 
 
ICO Blog: ICO and The Alan Turing Institute open consultation on first piece of AI guidance 
The Information Commissioner’s Office (ICO) and The Alan Turing Institute have published their first draft 
regulatory guidance on the use of Artificial Intelligence (AI), which lays out for key principles in line with data 
protection legislation. 

 
Am rhagor o ddiweddaridau ynglyn â Diogelu data ewch i wefan Swyddfa Comisiynwdd Gwybodaeth. 
Cliciwch yma.            
 
For updates on the ICO’s Guide to the General Data Protection Regulation (GDPR) click here [link]. 
 

 

 
 

 
 

This eAlert is intended for staff, both within the NHS Wales Informatics Service and other NHS organisations, who may have an interest in Information 

Governance issues that affect the NHS in Wales. If you have any articles which you feel would also be useful to colleagues, please feel free to forward 

them for inclusion in our next edition. 

The NHS Wales Informatics Service is not responsible for the contents or reliability of the linked websites and does not necessarily endorse the views 

expressed within them.  Listing shall not be taken as endorsement of any kind. We cannot guarantee that these links will work all of the time and we have 

no control over availability of the linked pages. 

Os nad ydych eisiau dderbynnu y’r e-Newyddion yma, Cysylltwch NWISinformationgovernance@wales.nhs.uk    
 
If you would prefer not to receive this regular eAlert, please contact NWISInformationGovernance@wales.nhs.uk 
 

 

https://berkama.com/weak-passwords-leave-uk-businesses-at-risk-of-cyberattack/
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https://www.bbc.co.uk/news/technology-50744333
https://www.advertiserandtimes.co.uk/postal-ballots
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